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IT REMOTE WORKING POLICY  

 

1.  OVERVIEW AND PURPOSE 
 

1.1 The University of Sussex is committed to enabling and facilitating effective off-campus (remote) 

working, supported by ITS solutions and appropriate policies. 

 

1.2 The University has a number of policies in place that detail requirements in relation to 

information security and adherence to data protection legislation. This policy outlines how 

these should be applied within the context of remote working so that information and personal 

data remain secure and adequately protected. 

 

1.3 This policy outlines additional risks associated with working remotely and associated steps that 

should be taken to mitigate these risks, making clear responsibilities associated with remote 

working. 
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4.4.2 If the remote worker uses their own devices, they will be responsible for any repairs or 

technical support relating to the device itself. University equipment will be repaired by 

IT Services. 

 

4.4.3 Support for IT Services operates during normal business hours and details of how to 

contact the IT Service desk can be found on the University’s ITS web pages. 

 
4.5 Equipment and Systems 

 

4.5.1 An individual’s remote working set-up should be discussed in the first instance with 

their line manager, to determine what equipment, systems, and solutions should be 

used, based on the nature and quantity of the work being undertaken, as well as the 

budget of the respective School or Division. 
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https://ico.org.uk/for-organisations/working-from-home/
https://ico.org.uk/for-organisations/working-from-home/
https://www.ncsc.gov.uk/guidance/home-working
/infosec/policies
/infosec/documents/policy---information-security-policy-isp01-v4.pdf
/infosec/documents/isp03-byod-policy.pdf
/infosec/documents/isp08-cryptography-policy.pdf
/infosec/documents/isr01-use-of-information-technology-regulations.pdf
/infosec/documents/isr01-use-of-information-technology-regulations.pdf
/infosec/documents/issc01-use-of-it-regulations-simplified-code.pdf
/infosec/documents/issc01-use-of-it-regulations-simplified-code.pdf
/infosec/documents/issc01-use-of-it-regulations-simplified-code.pdf
http://www.sussex.ac.uk/ogs/policies/information/dpa/dataprotectionpolicy
http://www.sussex.ac.uk/ogs/policies/information/dpa/dp-email-guidance
http://www.sussex.ac.uk/its/home-working-collab
http://www.sussex.ac.uk/tel/learningtechnologies/panopto
http://www.sussex.ac.uk/ogs/documents/policy-on-the-recording-of-teaching-activities-and-other-uses-of-panopto.pdf
http://www.sussex.ac.uk/ogs/documents/policy-on-the-recording-of-teaching-activities-and-other-uses-of-panopto.pdf
http://www.sussex.ac.uk/its/security
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Karen Blackman - Information Manager 
(Information Management and 
Compliance) 

 

 


